BASSE-NORMANDIE
Axe 8 : Evolutions technologiques

Renforcement de la cyber vigilance : acquérir les
bons réflexes

Contexte

Les professionnels des services informatiques sont au cceur de la cybersécurité d'un établissement et seront les
premiers sollicités en cas d’attaque. Si beaucoup est déja fait sur le travail de renforcement de la sécurité des
systemes, il faut également étre en mesure de réagir ou d'agir efficacement lorsque les systemes sont
interrompus. A I'instar des entrainements a la sécurité incendie, la sécurité des Sl doit aussi appréhender la
gestion de crise lorsque le risque survient.

Objectifs

DEMETER SANTE

Comprendre l'intérét de la sécurité des systemes d’information (SSl) ; Comprendre son réle dans la
sécurité informatique de son établissement ; Connaitre et détecter les différents types de menaces ;
Développer un esprit critique et devenir vigilant ; Connaftre les actions concrétes mobilisables a son
niveau.

CRISALYDE

Appréhender la cybercriminalité, ses objectifs, et les risques inhérents aux établissements de santé ;
Prendre conscience du réle de contributeur de chacun dans la cybersécurité des établissements de
santé ; Etre en mesure de détecter les menaces les plus courantes et de réagir ; Accompagner le
déploiement du numérique au sein des établissements de santé en adoptant une posture de vigie et
de diffusion des bonnes pratiques.

Renseignements complémentaires

Modalités 8 a 16 participants

Echéance du marché 12/06/2026

Tout professionnel de la FPH, dont le personnel médical
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Organisé par
DEMETER SANTE ou CRISALYDE

Typologie
Formation continue ou Développement des connaissances et des compétences
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